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Physical Security 
1.	What additional provisions may be implemented to promote information sharing between government and industry regarding known and anticipated threats to infrastructure security in a manner that will facilitate the protection of infrastructure?
2.	How should government and industry best coordinate to organize security in response to known and anticipated threats? 
Cybersecurity  
1.	Are the features of Executive Order 13636 designed to facilitate the government's sharing of information regarding cyber threats working as anticipated?   
a.	Has the flow of information progressed as hoped? 
b.	Are the right people within the energy industry receiving adequate information? 
2.	Given the combined overlay of mandatory cybersecurity standards administered by the North American Electric Reliability Corporation, the NIST Cybersecurity Framework and DOE's Cybersecurity Maturity Model, is there any reason to believe that gaps in government-sponsored cyber risk management programs exist?      
Combined Cyber and Physical Threat Management
1.  	Is the federal government devoting sufficient and appropriate physical and financial resources to assisting the industry in responding to existing and emerging cyber and physical threats? 

2.	How can the industry develop a more robust threat intelligence management program to provide enhanced visibility of enterprise security, unifying the monitoring of cyber security, physical security, information technology, and operations technology to enhance early warning for sabotage events and rapid mitigation of vulnerabilities?

Response to Climate Challenges 

1.	Is sufficient work ongoing to identify energy infrastructure at greatest risk to weather-related 	challenges?
2.	Is sufficient work ongoing to evaluate system resilience in response to anticipated natural disasters, and to improve systems where needed? 
3.	What additional help from the government might industry find useful in anticipating and responding to natural disasters, and in rebuilding following significant events? 
Interdependencies
1.	To what extent is energy infrastructure dependent on commercial communications carriers that are vulnerable to physical and cybersecurity threats. 
2.	To the extent there is such vulnerability, what is being done, or can be done, to protect energy infrastructure operability?  
 





